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1.	PURPOSE





	To ensure that employees have open access to their personal files in accordance with the Council’s policy on Open Government.





	This policy sets out the procedures to be followed in allowing present and past employees access to their own personal files. It applies to all employees in the Council including staff in schools and colleges.





	This policy has been written in accordance with the Data Protection Act 1984 the Access to Medical records Act 1988, and the Council’s Computer Security Policy.





2.	SCOPE OF POLICY





	The open files policy applies to all records and includes the following;





Absence records and sickness certificates�
�
Applications for job share/special leave�
�
Car allowances�
�
Changes to terms and conditions�
�
Contracts of employment�
�
Disciplinary records�
�
Fitness records/memos from the Council’s medical adviser not covered by the Medical Records Act.�
�
Job application forms�
�
Job evaluation requests/appeals�
�
Probationary reports�
�
References�
�
Training records�
�
		


	


�
3.	REFERENCES





Existing references will remain confidential.


Future references will be obtained from employers on the understanding that the Council operates an open files policy. This applies to external or internal references.


Separate guidelines exist for managers on providing and obtaining references.





4.	MEDICAL RECORDS





Employees will have access to medical records held by the medical adviser in accordance with the Medical Records Act. Records held prior to January 1989 will remain confidential and should be removed from personal files.


	References to the Occupational Health Doctor must be discussed with staff first and reasons for referrals recorded accurately.





5.	ACCURACY OF INFORMATION





	Accuracy of personal records is required under the Data Protection Act. 


	Employees have a responsibility to notify the Group Personnel Manager of any change of name, address, telephone number and qualifications.


	Employees have the right to have data corrected or erased where appropriate.





6.	ACCESS ARRANGEMENTS





	The following procedures apply for access to personal files or information held on the computerised personnel system:





	Employees will be given access to their personal information within 2 working days of (written) notification to Group Personnel.


	Personal file information will be available for viewing within the personnel section in the presence of a member of personnel staff.


	Inspection will be by appointment.


	Employees can request a print out of information held on the personnel computer system and a copy of information held on their personal file.


	Information cannot be removed or altered.


	If factual information is incorrect or should have been expunged personnel staff must be informed so it can be corrected or removed. 





�
7.	SECURITY





	The Group Personnel Manager will be responsible for the security of personal files and information in departments.


	All information will be secured in locked files or subject to the security arrangements for the computerised personnel system.


	Personal data displayed on computer screens should not be left unattended for any length of time. Users should sign off from the system when they have finished working. 


	Passwords must not be exchanged or disclosed.


	Unauthorised disclosure of personal information is prohibited.





8.	DISCLOSURE OF PERSONAL INFORMATION





	Employee records are private and confidential.


	Legitimate access to personal records is required by managers and personnel staff. 


	Requests for personal information on employees from external organisations (eg. building societies, credit companies, police) must be in writing and can only be met where there are legal or statutory reasons or where consent has been given by the employee.
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